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## PROCEDURE SUMMARY

To ensure the necessary processes to be followed during the search of patients or visitors to ensure staff and patient safety.

The purpose of this procedure is to support and safeguard staff and service users through the process of searching service users and/or service users or visitors property. This is necessary to provide a safe environment for staff, service users, visitors, members of the public and contractors and to fulfil a duty of care to all individuals who may be on Trust premises.

The purpose of searching service users’ property routinely should be part of the admission procedure and also when service users return from leave to ensure the security of premises and the safety of service users, staff and the public.

The Trust monitors the implementation of and compliance with this procedure in the following ways:

This policy will be reviewed by the senior LSMS and will form part of the LSMS work plan under the policies section; this policy will be reviewed every 3 years unless there is reason to suspect it is no longer valid.

<table>
<thead>
<tr>
<th>Services</th>
<th>Applicable</th>
<th>Comments</th>
</tr>
</thead>
<tbody>
<tr>
<td>Trustwide</td>
<td>✔️</td>
<td></td>
</tr>
<tr>
<td>Essex MH&amp;LD</td>
<td></td>
<td></td>
</tr>
<tr>
<td>CHS</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

The person responsible for monitoring and reviewing this policy is

The Executive Chief Finance and Resources Officer
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1.0 INTRODUCTION

1.1 The purpose of this procedure is to support and safeguard staff and service users through the process of searching service users and/or service users or visitors property. This is necessary to provide a safe environment for staff, service users, visitors, members of the public and contractors and to fulfil a duty of care to all individuals who may be on Trust premises. The purpose of searching service users property routinely should be part of the admission procedure and also when service users return from leave to ensure the security of premises and the safety of service users, staff and the public.

1.2. This procedure takes into consideration the responsibility of the organisation to maintain a safe environment for the service users, staff, members of the public and contractors either as patients, as visitors or whilst working within the service.

1.3. This procedure applies to service users whether detained under the Mental Health Act or informal. It covers both routine and random searches, particularly in relation to service users whose risk assessment indicates dangerous/violent propensities.

1.4. To ensure EPUT staff act in accordance with the Mental Health Act Code of Practice and at all times act professionally, in good faith for the benefit of all service users visitors and staff, to prevent the risk of injury or self-harm to service users, staff and visitors.

2.0 ROLES & RESPONSIBILITIES

2.1 Chief Executive
The Chief Executive has the overall responsibility for the implementation of this procedure.

2.2 Director of Mental Health
The Director of Mental Health is responsible for the appropriate dissemination of these procedures and that all managers are appropriately informed of their responsibility for the security and well-being of service users with the Trust.

2.3 The Local Security Management Specialist (LSMS)
The LSMS will assist and advise on some aspects of this policy and will ensure that it is written and reviewed in consultation with all relevant Trust employees. They will support the Health and Safety Group in their security roles and provide timely security advice for the Trust on a day to day basis. They will also provide/assist with search training as and when required to ward managers and matrons for cascading to all staff.
2.4 Ward/Unit Managers

Ward Managers will ensure:

- They and their staff are aware of this procedure and any related documentation.
- Staff is appropriately trained and training is maintained and kept updated. (training can be delivered to matrons and ward managers to by Security Lead for Secure Services and LSMS, to be cascaded to all staff).
- Support is offered to staff and service users involved in searches as required.
- Sufficient resources are provided to implement this procedure.
- All searches are recorded appropriately and fully in the service user’s clinical records.
- Ensure notices are displayed informing staff, service users and visitors about the search procedure. Due regard to language and disability should be taken into consideration when informing service users and visitors of this procedure.
- Any incidents during searches are reported appropriately on the Trust incident reporting system-Datix.

2.5 Clinical staff

Clinical staff will ensure:

- They take reasonable care of themselves and others when conducting any search.
- They are aware of this procedure and related documents.
- They are trained in searching prior to a search commencing and reporting that they are not trained to their manager if necessary.
- Must not carry out searches if they are not trained.
- Report any issues they may have in regards to searching to their manager as necessary.

3.0 PURPOSE AND PRINCIPLES

3.1 Purpose

3.1.1 The undertaking of necessary and lawful searches of service users and their property and visitors’ property can be an important contribution to the effective management of violent and unsafe behaviour and prevention self-harm/suicide. Unlawful, insensitive and unnecessary searches can also aggravate violent behaviour therefore it is necessary to ensure that a search is appropriate and required. The undertaking of Searches is the responsibility of clinical/practice staff; however, in exceptional circumstances the assistance of others, may be sought.

3.1.2 If there is a strong suspicion in relation to a visitor then searching a visitor’s possessions may be appropriate. If a visitor refuses, then the visit may be declined or an observed/supervised visit may be an option.

3.1.3 Any person being searched or whose belongings are the subject of a search should be fully informed of why the search is taking place and their consent sought and documented. If they do not understand or are not fluent in English, the services of an interpreter should be sought, if practicable. The specific needs of people with impaired hearing or learning disability must be identified and addressed, prior to the search taking place.
3.1.4 The searching of an individual service user is a delicate procedure which must be managed with the utmost integrity, dignity and to the highest professional standards. It must be emphasised that it is a potentially provocative procedure and could be construed as degrading by the individual. Therefore, the following guidelines are to assist staff and managers in application of searches of service users, property and Trust premises.

3.1.5 The consent and hence the co-operation of the service user should always be sought and their privacy and dignity must be respected.

3.1.6 Compulsory searches may be conducted on service users detained under the Mental Health Act 1983.

3.1.7 Service users of informal status should have their consent sought with due regard to their assumed capacity.

3.1.8 In circumstances where staff believe that an informal service user has any item of contraband which may cause harm to himself or others (including staff) and a search is indicated but refused by the service user then it will be appropriate to review the service user’s care and treatment as a priority with the Responsible Clinician.

3.1.9 Exceptionally, a search of an informal patient may be carried out, without consent, when there is justification under Article 8(2) European Convention on Human Rights (ECHR), in other words, “to take such steps as are reasonably necessary and proportionate to protect others from the immediate risk of significant harm. This applies whether or not the patient lacks the capacity to make decisions for himself.”

- An immediate risk of significant harm means a risk that is present and continuing and it is considered necessary to conduct a search without consent. Significant harm in this context is likely to mean serious harm to physical or mental health.

- A post search review should take place where a search was undertaken without consent or where consent was withheld. Support should also be available for patients or staff affected by such a search. Details of the review should be included in the patient’s clinical records as well as reported on the Trust Incident Reporting System.

- There should be regular audits on the use of search powers which should be reported to managers.

- The search policy should be clearly displayed and communicated to patients in a format and language they understand.

3.2 Principles

The principles on which this policy has been formulated can be found in the following documents:

- The Mental Health Act 1983 (As amended by 2007 Act).
- The Mental Capacity Act (2005).
- The Human Rights Act (1998) and common law to enable the trust to seek a balance between Human Rights and safety issues.
4.0 RATIONALE AND AUTHORITY

The searching of an individual service user or their property should be managed with extreme dignity and professionalism. It must be emphasised that searching of service users, their bedrooms, belongings or other areas is undertaken to preserve the safety and wellbeing of the person being searched, all service users, staff and visitors.

The Code states “Hospital Managers should ensure there is an operational policy on searching patients detained under the Mental Health Act and their visitors. When preparing this policy, hospital managers should consider the position of informal patients.” The chapter entitled ‘Privacy, Safety and Dignity’, deals with ‘access to telephones, the internet and the use of searches’ (Code of Practice). Importantly it provides the framework of considering the development of a therapeutic environment, maintaining patients’ dignity but at the same time maintaining safety.

The search should be implemented

- To prevent injury or harm to the service user, to prevent injury or harm to others, and/or to maintain security and safety.
- To ensure a therapeutic and safe environment is maintained, for all patients, staff and visitors.
- To give clarity to staff regarding what constitutes a room and a personal search.
- To ensure that individual patients involved in any form of a search are treated with respect and their dignity is maintained throughout the process.
- To ensure that all Trust clinical staff operate within the scope of their relevant codes of conduct and the Code
- To give clarity to staff regarding what constitutes a room and a personal search

Secure Services have additional procedures in place for searching of service users and their property in line with the required security standards that must be maintained within those units.

Human Rights: It is important that when the decision is made to undertake a search, individual’s human rights are considered. A search could be seen as infringing on the human rights of an individual.
5.0 DEFINITIONS AND TYPES OF SEARCHES

The types of search undertaken include either a personal, property or environmental search or a combination of both as indicated by assessed needs. The search may involve the patients themselves, their room and/or their belongings; in other instances the communal areas or unit grounds.

1) Environmental: A search of the environment including fixtures, fittings, furnishings and any other hospital property in that environment.
   - Personal space (bedroom) - The search may involve the patients themselves, their room and/or their belongings.
   - Ward - the communal areas or unit grounds. This will include the search of the all areas including toilets, bathrooms and sleeping area and other communal spaces
   - Garden/ External spaces - This consists of staff checking the external areas of trust building/premises. These are not promoted by evidence of a specific risk but are justified and carried out in certain areas in order to maintain safety and security; minimise potential incidents and monitor clinical presentations

2) Property Search: A search of an individual’s personal belongings.

3) Personal Search: This would include personal search and of their personal belongings
   - Basic: A search of an individual’s clothing that they are wearing.
   - Advanced: A search of an individual’s clothing that they are wearing and staff conducting the body search.

Targeted: searches carried out on suspicion following observation or receipt of information that a risk item is present. They carried out in response to information received or following an incident where there are reasonable grounds for suspicion that a service user is in possession of an item(s) or in the environment, which poses a threat to health/safety/security.

Passive: searches carried out as part of an ongoing schedule or routine.

Prohibited Items: A prohibited item or substance is one which could affect the health, safety or welfare of the service user or others. The type of items that are prohibited varies between services, higher risk areas such as PICU, CAMHS and Secure Services will have additional items that are prohibited in comparison to lower risk areas.

5.1 Criteria for those carrying out the search:

- Only those staff properly qualified and authorised by way of professional qualifications may undertake searches.
- Only those staff who are properly trained and regularly updated on their training are allowed to conduct searches.
- Only staff who are supervised or supported by at least one other member of staff may conduct a search. (This other member of staff does not have to fulfil the same criteria as the person conducting the search).
When a search can take place

- As part of the normal routine at time of admission (will always take place). This would include personal search and of their personal belongings

- On return from leave including short leave, (this should be recorded in the care plan and / or risk assessment). This would include a personal search and of any items returning to the unit

- When staff suspect there is a risk to the service user, themselves or others whether it be physical, psychological or emotional. These can be “Reactive searches” or “Targeted Searches”. They include search of the person and search of personal property and sleeping areas. The least restrictive search should be carried out first, i.e. search of property with the body search only proceeding as a last resort, if necessary.

- A reactive search will be based on general concerns as a result of evidence or information obtained e.g. a service user appear intoxicated.

- A targeted Personal search of individual(s) will be based on specific information or evidence e.g. service user is identified as supplying alcohol and has a previous history of doing so.

- When secluding a service user (refer to seclusion procedure CLP41).

- During a restraint if required.

5.2 Detained service users

For patients detained under the Mental Health Act, the requirements of the Code of Practice should be followed. Patients admitted to acute wards who are not formally detained will have complex and specific needs. Ward staff must balance competing priorities and interests when determining what safety measures are necessary. If consent to a personal or property search of a service user who is detained is refused, then staff can consider continuing the search without the consent of the service user. This may involve the use of restrictive interventions such as physical restraint. However, all efforts must be made to prevent the use of restrictive interventions and to persuade the service user to comply with a search. Staff should clearly explain the reasons for the search emphasising the need to ensure safety and security of all and ensuring that the service user is aware that this intervention is applied to all service users. The steps taken to prevent the use of restrictive interventions should be clearly documented in the clinical record.

Mental capacity: There is a legal presumption under the Mental Capacity Act that everyone has capacity, if there are doubts about a person’s capacity to consent to a search then an assessment of their capacity to make this decision must take place prior to the search. Whilst the matter is being resolved, a patient should be kept under observation and separated from other service users wherever possible. The rationale for this should be explained to the service user. Formal observation and engagement may be utilised during this time.
Where there are concerns regarding the patient’s capacity to consent, then any decision to proceed with a person or property search must be based on the best interest of the service user or the safety of others. This must be clearly recorded in the service user’s clinical records (events/ risk event).

5.2.1 Any personal search of a detained service user must comply with the MHA Code of Practice. The Mental Health Act does not convey a specific authority to search service users. The Appeal Court has held that the express power of detention carries with it a power of control and discipline to include where necessary a power of search with or without cause.

5.2.2 When consent is refused, the service user’s responsible clinician (RC) should be contacted first so that any clinical objection to a search by force may be raised. The nominated RC covering the service user will be approached if the service user’s actual RC is not available (due to leave, sickness etc.). The service user’s objection should also be recorded. Where no objection is raised, this should be documented and the search should proceed.

5.2.3 The Senior Manager/Matron for the area will also be contacted to advise about the need to search the patient at this point. The Senior Manager/ Matron will be consulted with about the proposed search and specifically in relation to a service user and RC objection when the Nurse In Charge still believes there is an immediate need to conduct a search.

If a clinical objection is raised by the service user’s responsible clinician, but the nurse in charge believes that it is necessary and proportionate to proceed, the matter should be documented and referred to the Medical Director for a decision as quickly as possible. The Service Manager should also be informed and consulted.

5.2.4 While the decision is being made, the service user should be kept under observation and temporarily isolated from other service users. The service user should be kept informed at all times about what is happening and why.

5.2.5 If the nurse in charge believes the situation is so serious that a delay before receiving authorisation from the Medical Director would constitute an unacceptable life risk, they may authorise a search without consent. In such exceptional circumstances the nurse in charge would be required to make a full report to the patients RC, the Medical Director and others involved (Senior Managers) to review the actions taken. This is to be documented by submitting an incident report through Datix.

5.2.6 Where there is a concern that a person lacks capacity and is unable to give consent on these grounds it is necessary that the nurse in charge ensures that the patient’s liberty and best interest rights are safeguarded in line with Trust Policy.

5.3 Restricted service users

5.3.1 Where detained service users are also subject to a restriction order (Sections 37/41, 47/49 and 48/49) searching may also be a condition specified by the Ministry of Justice (MOJ) with regard to return from leave and community visits. Where a restricted patient refuses to give consent and comply with the terms of the order, including searching if stated then the case should be clinically reviewed and referred back to the MOJ for review.
5.4 Informal service users

Person and property searches cannot be undertaken on service users who are informal and have capacity if they refuse to give consent. In these circumstances the Nurse In Charge (NIC) should contact their ward manager/Duty Senior Nurse and the ward/on-call Doctor, to discuss the issue and to enable collaborative decision making. A risk assessment should be conducted to assess the level of risk posed if it is suspected that the service user has a contraband item. Depending on the outcome of the risk assessment nursing staff can:

- Consider use of enhanced observations and engagement
- Call the Police in the event of a public order offence being committed, refusal to leave or evidence of some other criminal offence having been committed (i.e. possession of illegal substances).
- Consider use of the Mental Health Act (1983) if appropriate
- Consider discharging the service user.

If an informal service user refuses to give consent to a search then staff may consider, what the risk is, and the context that drives the situation and staff should:

- Ask the service user to leave the premises following a full review of their care and treatment. Consideration must be given to the appropriateness of them leaving if their clinical state is a concern.
- Contact the Police if there is evidence of a breach of the peace, refusal to leave or some other crime is suspected of being committed (e.g. possession of a weapon)
- The patient should be kept under observation whilst the matter is being resolved and separated from other patients where possible.
- Options such as an assessment under the Mental Health Act may be considered. Once a patient is detained the patient may be searched without their consent, however staff will endeavour to gain co-operation prior to the search. Refusing to consent to a search will not in itself form grounds to seek assessment under the MHA.

5.4.1 Patients who lack capacity to consent to a personal search, or a search of their belongings may be searched if it is in his/her best interests (Mental Capacity Act), and it is in the interests of his/her safety and security, and it is necessary to ensure a safe therapeutic environment for patients and staff. A decision to search an informal patient that lacks capacity to consent to a search should be reached following discussion with the patient’s relevant clinical team. Record keeping of the patient’s capacity assessment with regard to the search, best interest decision and the discussion with the patient, is to be completed by using the current capacity and best interest forms

5.4.2 If the persons’ mental health state has deteriorated and is contributing to their lack of consent then assessment for admission under the Mental Health Act may be pursued, however a person should never be threatened or automatically assessed purely on their refusal to give consent for searching.

5.4.3 Staff must exercise professional judgment and clear communication to ensure it is not perceived by the person as a threat or a means of compulsion.
5.4.4 If the nurse in charge and staff have reason to suspect that the patient is concealing, on his or her person or elsewhere, any potential dangerous or harmful implement or substance, they have a duty to take all reasonable steps to ensure the safety of the patient, staff and others.

Other than at the point of admission or when indicated in the care plan the duty is upon the clinician to demonstrate that all other measures have been exhausted in providing a satisfactory solution. A search should therefore only be utilised as a "last resort" and not a primary solution.

6.0 UNAUTHORISED ITEMS

Individual wards and teams have their own restricted and prohibited items displayed on the wards depending on the risks and patients they have, this list is variable according to each service.

6.1 It should be a consideration that all items are removed from the service user unless it is shown positively that it will not cause harm to the service user. Searching an individual or an individual's property may only be implemented should a member of staff have reasonable grounds to suspect that the service user is in possession of items which present a potential, or immediate, risk to the safety of the service user, staff or that of others. This includes but is not confined to:

- All Drugs (illicit and over the counter, including herbal remedies)
- Alcohol
- An offensive weapon such as a gun, knife or club
- Anything which has been adapted for use for causing injury, facilitate absconson or cause damage to Trust property
- Anything that the person possesses that staff believe they intend to be used to cause injury to themselves or others. This may include apparently innocent items e.g. table knife, tail comb, shoelaces, rope, scarfs, dressing gown cords and cord cables etc.*
- Material related to how to self-harm and commit suicide
- Ignition sources e.g. cigarette lighter, matches and aerosols
- Recording equipment, cameras including mobile phones and video recording equipment**
- Media of an extreme violent/ pornographic nature.

*Staff should be encouraged to complete an individual risk assessment to establish if items are a risk to the patient.
**Staff should enable and encourage service users to maintain contact with family and friends and this will require access to a telephone or personal mobiles at agreed times.

7.0 WHAT TO SEARCH FOR

7.1 During a search procedure, staff should search for:

- Items or materials that could aid an escape.
- Items that may cause injury to others or used to self-harm.
- Ignition sources (matches, lighters, battery chargers).
• Alcohol, drugs or other substances that may adversely affect a patient’s mental state and interfere with the treatment process.
• Articles that are otherwise prohibited or restricted e.g. excess monies, mobile phones, cigarette lighters etc.
• Items that may present a health or hygiene hazard e.g. certain foodstuffs.
• Material or items that, when held in quantities, may indicate undesirable activity.

This list is not exhaustive and if staff have concerns over any items not in the above categories then they should liaise with the Nurse in charge immediately.

8.0 FREQUENCY OF SEARCHES

8.1 The frequency of searches is determined by the level of risk presented and will therefore vary according to the patient concerned, the location within the unit and any other prevailing or relevant circumstances.

8.2 The following are therefore minimum requirements but they should be increased whenever the situation requires it - for either individuals or groups of patients. The Ward Charge Nurse/Sister, multidisciplinary team, (MDT) or Security Lead may determine this.

8.3 Patients will be randomly searched upon return to the ward from unescorted leave. Ward staff should be performing such a random search at a minimum of once per nursing shift. Higher minimum frequencies than this may apply and will vary with the operational search protocols of each individual ward.

8.4 During periods of escorted group movement of patients within the site, the number of personal searches to be performed will be determined according to local policies and specific group protocols (e.g. special events).

8.5 According to individual patient risks, consideration may be given to personal searches of a patient following visits. This must be documented and form part of their care/management plan.

9.0 RISK ASSESSING AND INSTIGATING A SEARCH

Searches will always be carried out by 2 members of search trained staff of the same gender as the patient, unless necessity dictates (Code of Practice). In circumstances where only one search trained member of staff is available, the trained staff should conduct the same sex search and the second member of staff should witness the search.

9.1 The decision to instigate a search should be based upon risk assessment and only if there is a strong suspicion that the service user has in his/her possession something which can seriously affect their wellbeing and safety or that of anyone else in the unit.

9.2 To conduct a search requires the appropriate resources. This should be a protected activity as staff members cannot be interrupted during this intervention. Consideration should be given to provision of additional staffing resources to ensure
that the situation can be appropriately and safely managed. Reactive searches will generally require the response team to be present. Appropriate PPE should be available. Non latex gloves must be worn during searches. This reduces the possibility of infection and forensic cross contamination in the event of the police needing to seize / preserve evidence in criminal offences. Staff must always be mindful of the possibility of sharps injuries when searching patients.

Consideration should be given to use of a metal detector if the ward has one. It is advisable that all wards have access to a metal detector.

9.3 Prior to a search taking place the service user should be informed of the staff concerns regarding specific items that may be in their possession which are not permitted. The service user should be given the opportunity to hand over these items to staff at this stage which may eliminate the need for a search.

9.4 For the purpose of this section and section 8 (Routine searches) certain patients are likely to present a higher risk including:

- Those with a history of absconding, escaping or hostage-taking.
- Patients with a history of extreme violence or aggression.
- Patients whose current mental state is such that they may pose a grave and immediate risk to others should they be at large.
- Patients with a history of secreting dangerous items.
- Patients with a history of repeated self-harm.

10.0 CONSENT TO SEARCH

Wherever possible, the service user or person’s consent should be sought before a search commences and staff should ensure that the service user has fully understood the reasons for a search.

10.1 Upon admission, every patient will be informed of the unit’s search procedures and the reasons for it, the Trust’s procedures in regard to searches will be explained to them by their named-nurse as part of their orientation. This process will be documented in their clinical notes.

10.2 A preliminary search of the service user’s property and person will be conducted and documented in the Care Programme Approach (CPA) Checklist. The Service User will have an explanation as to why the search is being undertaken and the procedure outlined to them. This will be clearly evidenced within the nursing notes.

10.3 Where the patient appears to have difficulty in understanding the search process, or its rationale, due to impaired hearing, communication or mental capacity then staff involved must make every reasonable effort to explain the process of the search and to obtain their consent, where possible. This may involve use of interpreters or advocates.
10.4 Where there is a concern that the patient is unable to give valid consent or fully comprehend the procedure; the Responsible Clinician (RC) must be informed and the guidance within the Mental Capacity Act must be followed. Any other decision-making must be fully documented, with appropriate reference given to the process of obtaining consent recorded in the clinical notes.

10.5 Before commencing a personal search of a patient, their room and/or their personal belongings, every effort should be made to obtain the informed consent and cooperation of the patient; clearly evidenced in clinical notes.

10.6 Once consent is obtained, the search must be carried out with due regard for the dignity of the service user, and the need to ensure maximum privacy refer to (MHA Code of Practice, 2008, Chapter 16).

10.7 Consent obtained by means of a threat, intimidation or inducement is likely to render the search illegal. All formal service users should be advised that they do not have to consent.

10.8 The decision to carry out a search must be made by the person in charge of the ward or department who will coordinate the consent process. The persons’ consent should be sought before a search commences and staff should ensure that the patient has fully understood the level of search and the reasons for it.

10.9 A service user may withdraw their consent at any stage prior to or during the search and they should be informed of this right prior to the search commencing. If, having given his/her consent to a personal search, a patient withdraws such consent, the search may not continue unless (a) the subject is a patient detained under MHA 1983 or (b) the circumstances discussed in paragraph 3.9 apply.

11.0 SEARCHING A SERVICE USER AGAINST THEIR WILL

Where a patient physically resists being personally searched, physical intervention should normally only proceed on the basis of a multi-disciplinary agreement unless it is urgently required.

Personal searches should be carried out with the minimum force necessary. This conforms to the “least restrictive and maximising independence” principle (Code of Practice).

The search should be carried out in a way that maintains the person's privacy and dignity showing due regard for the patient's gender and culture e.g. modesty and faith, Religious articles must be treated with respect.

Personal searches will always be carried out by 2 members of search trained staff of the same gender as the patient, unless necessity dictates (Code of Practice). In circumstances where only one search trained member of staff is available, the trained staff should conduct the same sex search and the second member of staff should witness the search.
11.1.1 The decision to search a service user against their will doesn't depend on the person concerned being incapable of giving consent, nor upon him/her being detained under the MHA. In that sense, it represents a third way, between 'best interests' and the MHA. The primary use of necessity in these circumstances will be to challenge - and possibly to search - those suspected of carrying weapons or committing criminal offences. Its use in these circumstances will be comparatively rare.

11.1.2 If reasonable grounds exist to carry out a personal search of a service user, their property and/or bed space consent should be obtained. This should be care planned if the requirements to search is foreseeable based upon the risk assessment and clearly documented.

11.1.3 However if a service user does not consent to a search, the staff member must make one of the following decisions based on the principle of necessity (Gunn 1992):

a) To search the service user against their will on the grounds that there was an immediate risk of serious harm to self or others that necessitated immediate action. This may require the use of therapeutic holds to enable the search to be conducted safely;

b) To delay the search and seek advice of the service user's RC and/or senior manager;

c) To involve the Police.

11.1.4 A situation may arise where a previously consenting person undergoing a search procedure withdraws their consent. The nurse in charge of the procedure must then decide how to proceed, using the criteria previously stated.

11.1.5 Any searching carried out against a patients' will or without consent must be carried out with the minimum use of force and invasiveness necessary.

11.2 Procedure – individual search (Stage One and Two)

11.2.1 Service users will be searched individually in a designated search room or the privacy of their own room or another private area.

11.2.2 Service users will be searched by two staff members (trained in searching procedure) at all times. One staff member should carry out the search and the second staff member should record the search details on the approved search form, appendix 1.

11.2.3 Staff must be of the same Gender as the service user unless necessity dictates otherwise there should be due regard given to the ethnicity and religion of the service user and any modesty and privacy issues thereof.

11.2.4 The staff conducting the search will wear gloves and other suitable protective clothing as the situation demands to protect them from contamination should illicit or harmful objects be found.
11.2.5 The service user must be informed of the circumstances that warranted a personal search prior to the commencement of the search.

11.2.6 An opportunity will be given for the service user to impart any relevant information to the staff prior to the search procedure taking place or at any stage in the process. (Such as the presence of dangerous or harmful items).

11.2.7 Any items removed must be recorded and retained for safe keeping (unless illegal or illicit in nature. In this instance the item will be appropriately disposed of following procedure in Policy for the Management of Illicit Substances).

11.2.8 The service user must be informed where the items are being kept and a receipt provided where appropriate to do so.

11.2.9 If staff still have concerns that the service user has hazardous items upon their person that must be removed, which can only be detected through a more thorough personal search of their person then the stage two search should be considered.

11.3 Searching a service users room

11.3.1 On occasion, staff may have reason to suspect that a service user has possession of unauthorised items or items that present a risk to themselves and others in his/her room. In this situation it may be deemed reasonable to search the individual’s room in order to locate and remove the item/s. In some areas within the Trust it will be required that routine searches of rooms are carried out on a more frequent basis.

11.3.2 Wherever possible the patient should be present when a search is being carried out on their property. The decision for the patient not to be present should be recorded and the reasons stated. Prior to the search commencing service users must be asked to identify any items in their room which are not in working order and any precious items. A list of these should be made by the professional in charge of the ward/search staff, and signed by the service user.

11.3.3 During the search it may become necessary to move furniture in the room. Staff must not move furniture or heavy items if they are not up to date with their Manual Handling training or have an injury or condition Staff must ensure that service users are informed that they are not expected to move/lift furniture or heavy items and instruct them not to do so.

11.3.4 Staff must ensure that once the search is finished, all furniture and items are returned to their normal place immediately.

11.3.5 The only exception to this is if there is a clear rationale why the room cannot be returned to its normal state e.g. Police assistance required to assess evidence, furniture damaged or broken, staff unable to return furniture safely. In such a situation, staff must explain to the service user why the room cannot be returned to its normal state and that it poses a risk to the service user whilst it is in that condition.
11.3.6 The service user should be asked to leave the room until it can be made safe. During this period the room should be secured to prevent entry and alternative accommodation arrangements made for the service user. The room should be put back to normal as soon as possible.

12.0 SEARCHING OF SOCIAL AREAS AND PROFESSIONAL VISITORS

12.1 All visitors will be shown a list of items which are not permitted to be brought into the unit. Such prohibited and restricted items are detailed in Appendix 4 of this policy. They will be requested to deposit all such items in the secure lockers provided within the front reception lobby to be collected upon exiting the building.

12.2 All visitors may be subject to a personal search (including child visitors with parents/guardian present) and/or a search of their external clothing. All social visitors will be requested, wherever possible, to leave personal bags in the secure lockers rather than take them inside the unit or, alternatively, to deliver them up for searching. Professional visitors will be allowed to take bags or briefcases in with them but may be asked to present them for inspection and searching. Where a visitor refuses to agree to a search they may be refused entry.

12.3 If there are grounds to suspect that a visitor may attempt to bring in forbidden or restricted items for a patient then the visitor will be subjected to a search as a matter of course. The security department must be informed by the ward or MDT of any such concerns in relation to such visitors and the Security lead should be informed when the visitor arrives on site. If the visitor arrives for a visit out of hours the unit coordinator must be contacted.

12.4 If a visitor knowingly brings in items for a patient that are prohibited or restricted (or attempts to do so) then consideration will be given to deny the visitor further visits. In accordance with the Mental Health Act Code of Practice such a decision must be authorised by the RC in consultation with the MDT, ward nursing staff and the Security Lead (or a senior clinical manager at Robin Pinto unit and Wood Lea Clinic or other similar bases that have a senior clinical manager in place of a security lead). This decision must be documented on the patient’s clinical record.

12.5 Any patients’ social visitor who wishes to bring in articles for the patient must give them up to be inspected (and searched, if necessary), prior to the patient receiving them. This will be done by the escorting member of staff within the search room at reception.

12.6 If upon searching a visitor an item is found which raises concerns about safety to patients, staff or other visitors, e.g. illicit drugs, an offensive weapon or firearm, staff should confiscate these and inform the police.

12.7 If concerns arise during a visit that a visitor is attempting to pass a prohibited or restricted item to a patient, staff must intervene and terminate the visit and the visitor asked to leave the hospital.
13.0 REMOVED CLOTHING SEARCHES

13.1 Where there are grounds for believing that the patient is concealing a substance or item on their person, which could adversely affect the safety and/or security of themselves or others or cause serious injury, a removed clothing search of a patient can be conducted on the authority of the RC where the patient consents to the search. Where the patient does not consent (and restrictive interventions will be required to conduct the search) the authority of both the RC and the Service Director will be required before the search can be conducted.

13.2 Removed clothing searches will only ever be undertaken on the patient’s ward and within the privacy of the ICS or equivalent or, if this is occupied, within the patient’s own room. Where it is to take place within the patient’s room this must be searched beforehand. Until the patient is escorted to their room they should be kept under close (Level 4) observation on the ward, in an area away from other patients. The search can only be undertaken by nursing personnel of the same gender as the patient.

13.3 Such searches must only be undertaken in exceptional circumstances and where not undertaking a search under restrictive intervention would pose a serious risk to the service user or others.

13.4 Any decision to carry out a removed clothing search including the reasons for the decision must be recorded in the patient’s notes. A Datix form must also be completed.

13.5 Where a patient needs to be escorted outside the hospital and is considered to present a significant risk of acting violently or attempting to escape during the escort, consideration will be given to whether the appointment should be postponed or cancelled. If the appointment is to be facilitated, a search should be conducted on the person and their belongings prior to the appointment taking place. If the patient refuses to be searched, the MDT should consider the risk to the patient, staff and others before making a final decision on whether the patient needs to attend or not.

14.0 SEARCHING OF CHILDREN (YOUNG PERSONS UNDER THE AGE OF 18)

14.1 The Children’s Act (1989) provides protection for young people, anyone under the age of 18. Searching young people, while they are inpatients, should only be done when all other avenues of persuasion have been exhausted. Young people will only be searched if they are suspected of carrying or concealing articles that could be used to harm themselves or others. The parents/guardians of the young person must be informed of the search immediately.

14.2 Staff working within acute adult inpatient areas, where young persons may be admitted, should seek advice from the Lead Nurse (Child protection) before undertaking searches.

14.3 Younger People and Search. Within this policy and the Mental Capacity Act the term ‘children’ refers to people aged below 16. ‘Young people’ refers to people aged 16–17. This differs from the Children Act 1989 and the law more generally; where the term ‘child’ is used to refer to people aged under 18. The MHA Code of Practice, Chapter 19 provides guidance on issues arising with patients under the age of 18.
14.4 The Impact of search on younger people – key principles. This is a sensitive issue for staff and young people. It is important that staff search young people sensitively and bear in mind how the impact of a search may affect the young person’s stay whilst in hospital. With this in mind, staff should act in the following way:

Prior to any body searching, staff should be concerned that the article concealed is potentially dangerous to the young person or others physical well-being (i.e. harbouring or concealing harmful material, illicit substances or alcohol).

Personal searches of young people should be a last resort after ALL other options have been explored to persuade the young person to surrender the harmful material, illicit substances or alcohol which are being harboured or concealed. This includes the use of continuous observations; increased staff support; or isolation away from the main clinical community.

Prior to any personal search, permission should be sought from the consultant or senior nurse/professional on the unit.

14.5 Obtaining parental consent. Where a young person is under 16 years of age and detained on the unit by parental consent their parents must be contacted where practicable. The search procedure and the reasons for the search are to be explained and parental consent sought and documented. If parents refuse to consent to the search the matter must be discussed with the consultant and/or the senior nurse. Even where a parents consent is given the young person must still be given the opportunity to co-operate with the search and be involved in the discussions.

Those taking decisions under the Act must be clear about who has parental responsibility. The Code of Practice clearly outlines the issues surrounding parental responsibility.

14.6 Capacity and Young People aged 16 and 17
The Act “confirms in legislation that it should be assumed that an adult (aged 16 or over) has full legal capacity to make decisions for themselves (the right to autonomy) unless it can be shown that they lack capacity to make a decision for themselves at the time the decision needs to be made. This is known as the presumption of capacity. The Act also states that people must be given all appropriate help and support to enable them to make their own decisions or to maximise their participation in any decision-making process” (Mental Capacity Act, 2005, p.15). Therefore, they are presumed capable of consenting they can give consent for their own medical treatment.

Assessing a young person’s capacity to make decisions can be found in the Code of Practice.

The Department of Health recommends that it is nevertheless good practice to encourage young people of this age to involve their families in decisions of their own medical treatment about their care, unless it would not be in their interests to do so (i.e. in situations of abuse or where a safeguarding of children assessment has taken place).

If a competent child requests that confidentiality is maintained, this should be respected unless the doctor considers that failing to disclose information would result in significant harm to the child (Code of Practice).
14.7 Capacity and Children under the age of 16

Children in this age group are not deemed to be automatically legally competent to give consent.

“In the case of ‘Gillick’ (Gillick v West Norfolk & Wisbech HA in 1986) the court held that children who have sufficient understanding and intelligence to enable them to understand fully what is involved in a proposed intervention will also have the competence to consent to that intervention”. This concept is now known as Gillick competent (Code of Practice) and assessments or tests are explained in the Code. However, it is important to remember that a child may be Gillick competent to some interventions and not to others, so assessment needs to be carefully completed.

Assessing a child’s competence to make decisions can be found in the Code of Practice.

The emphasis within the Code is that it is good practice to involve the child’s parents, guardian or carers in this age group with decisions about their care, unless there is a very good reason for not doing so, and if the child consents to their information being shared. However, if a competent child under the age of 16 is insistent that their family should not be involved; their right to confidentiality must be respected.

15.0 BLANKET RESTRICTIONS

Blanket Restrictions and Search Procedures (Code of Practice).

15.1 The term blanket ‘restrictions’ refers to rules or policies that restrict a patient’s liberty and other rights, which are routinely applied to all patients, or to classes of patients, or within a service, without individual risk assessments to justify their application. Blanket restrictions should be avoided unless they are justified as necessary and proportionate responses to risks identified for particular individuals. The impact of a blanket restriction on each patient should be considered and documented in the patients’ records.

Restrictions should never be introduced or applied in order to punish or humiliate, but only ever as a proportionate and measured response to an individually identified risk; they should be applied for no longer than can be shown to be necessary.

Blanket restrictions include restrictions concerning: access to the outside world, access to the internet, access to (or banning) mobile phones and chargers, incoming or outgoing mail, visiting hours, access to money or the ability to make personal purchases, or taking part in preferred activities. Such practices have no basis in national guidance or best practice; they promote neither independence nor recovery, and may breach a patient’s human rights.

Legal basis and rationale for conducting searches

15.2 The power or authority to perform searches is rooted in the principle of our duty of care to patients and our colleagues who may be affected by our acts or omissions. Common Law Principles, The Criminal Law Act (1967), Misuse of Drugs Act 1971 and guidance from the Mental Health Act Code of Practice give authority when acting to prevent crime or harm to self or others.
### 16.0 THE USE OF RESTRICTIVE INTERVENTIONS

#### 16.1 Restrictive intervention may only be carried out on detained patients however all measures must be taken avoided this action. Where restrictive intervention is required to conduct a personal search it must be the minimum necessary. It must also be justified by the immediate and serious risk that would be present (to either the patient or others) were the patient to remain in possession of the item in question.

#### 16.2 Where restrictive intervention is used it should still be undertaken with regard to the dignity of the individual.

#### 16.3 If a patient refuses to be searched out of hours, the Senior Manager on call must be contacted in the first instance who will liaise with the RC on call and the Trust’s on-call Director.

#### 16.4 The reasons for proceeding to search without consent must be fully documented in the patient’s notes. Notification must also be sent to the Mental Health Act Administrator who will record it for scrutiny by the hospital managers and Care Quality Commission, if required.

#### 16.5 A post-incident review by the MDT must follow every search undertaken where consent has been withheld.

#### 16.6 The post incident review must assess whether any post incident support should be provided for the staff and patient involved in the search where consent was withheld (*NICE guidance CG25 1.5.2.3)*.

#### 16.7 The review must include offering a visit from the advocacy or hospital managers where consent has been withheld (*NICE guidance CG25 1.5.2.5)*.

#### 16.8 Consideration should be given to completing a risk assessment and management plan as part of the post incident review. (*NICE Guidance - CG25 1.5.1.3)*

### 17.0 RESPECT FOR PRIVACY AND DIGNITY

#### 17.1 Searching can be an intrusive measure, which may be resented by some individuals. Staff should always act in a professional manner that demonstrates concern and respect for the patient and their property.

#### 17.2 The personal searching of a person must always be conducted within maximum privacy by staff members of the same gender as the person being searched.

### 18.0 RELIGIOUS AND CULTURAL CONSIDERATIONS WHEN SEARCHING

#### 18.1 The Trust promotes fairness and respect in relation to the treatment, care and support of service users, carers and staff. This includes the needs of people based on their age, disability, ethnicity, gender, gender reassignment status, relationship status, religion or belief, sexual orientation and in some instances, pregnancy and maternity.

#### 18.2 Items of religious significance, while being subject to search, must be treated with respect. This will include holy or sacred books and religious artefacts of any faith. The patient should be allowed to point out holy books and religious artefacts before the search. It is
preferable for the patient to show the book or object themselves when subject to a search (Detention Services Order). They should not be handled by dirty hands, nor placed upon the floor or with shoes or underclothes.

18.3 A person being searched or whose possessions are the subject of a search should be kept informed of what is happening and why. If they are not fluent in English, the services of an interpreter should be sought, unless immediate safety is compromised. The specific needs of people with impaired hearing or a learning disability, and those of young people, should be met.

18.4 Gloves must be worn if a member of staff needs to pick up any religious artefacts and that all artefacts are placed on a table that is covered with a cloth. This avoids causing offence in relation to those artefacts that are habitually not allowed to be directly handled. Equally important, is to ensure that no item is placed upon another but laid out one adjacent to the other in the view of the person being searched.

18.5 There will be a requirement to search Religious headwear this should be treated sensitively and respectfully. Headwear must be initially searched using a metal detector and the individual will only be asked to remove it if there is an alarm that cannot be accounted for or if there remains a suspicion of concealed items.

18.6 Religious headwear must be removed in private and in the presence of members of staff of the same gender. A member of staff must not attempt to unwind or remove headwear. The person must be given the opportunity to remove or unwind it personally and put it back on with privacy and dignity.

18.7 Some female patients or visitors will wear veils or other face coverings for religious reasons. They must not be made to uncover their faces or hair in public or in front of a man as this could cause serious offence and distress. When required for security or identification purposes, the removal of the veil or face covering must be done in private with only female members of staff present.

18.8 Visitors who refuse to remove religious headwear or veils may be refused entry. This should be considered by the unit manager after consideration of risk.

18.9 Consideration can be given to excluding visitors. Any exclusion must be clearly explained to the individual involved and followed up with a written explanation; the decision needs to be regularly reviewed by the relevant clinical team to ensure that exclusion is not unnecessarily prolonged or discriminatory. A Multi-disciplinary decision must be made to the conditions of any future visits by the visitor such as searching of belongings or supervised visits. This decision must be proportionate to the risk presented. If there is sufficient concern regarding safety/security or illegal activity, the police must be contacted.

A Datix form should be completed if there is a concern regarding a visitor that has required refusal to allow them to visit a clinical area. An entry may be made on the service users clinical records if this is appropriate.

18.10 Following the removal of headwear, the person must be given the opportunity to use a mirror, and to have privacy and time to put it back on.

A summary of religious artefacts can be found at the end of this guidance at Appendix 3.
18.11 All areas used for religious worship (e.g. the multi faith room) must be treated with respect. It is disrespectful to walk on prayer mats and members of staff must avoid doing so unless essential.

Staff must be respectful during prayer and service times.

19.0 HAND HELD METAL DETECTORS

19.1 Hand Held Metal Detectors are available on each ward and therapy areas. Consideration should be given to their use whenever searches are being undertaken looking specifically for an item with a metal content. They can be used at the discretion of the person in charge of the area.

19.2 As a routine, they should be used in the following situations:

To assist with searching the property of newly admitted patients, (see section 24 above).

To assist with searching patients prior to return to wards where a tool is believed to be missing from a workshop.

19.3 The use of Hand Held Metal Detectors should follow any local protocol in place.

19.4 The searching of individuals and their property can be intrusive and the use of Hand Held Metal Detectors (HHMD’s) can reduce the intrusive nature of a search, improve the effectiveness (dependent on the item being searched for), and reduce the time taken to conduct a search.

19.5 However, due to the possibility of non-metal items staff must be aware that the use of a HHMD should be used to augment staff actions and not replace them.

19.6 For personal searches scan with wand along outstretched arms back hips and down legs ensuring this is done in an environment which maximises safety, privacy and dignity.

19.7 If the wand sounds staff should ask patient to identify item, if the item is a risk item, then this should be removed if safe to do so.

20.0 MOBILE PHONE DETECTOR

Some areas have mobile phone detectors that can be used as part of a search; mobile phone detectors can be used on staff, visitors and patients (where mobile phones are prohibited) if there is suspicion that someone may be deliberately intending to bring a mobile phone.

20.1 A mobile phone detector will be used if it is suspected that a mobile phone has been taken into patient areas by staff. Should a phone be found on a staff member then this will be reported to the joint head of security and relevant line manager. Security staff are authorised to use this following permission from the joint head of security, unit coordinator or ward sister/charge nurse. Further action may have to be taken under the relevant Trust policy and procedure.
21.0 USE OF SEARCH DOGS

The Trust uses drug detection dogs to promote the maintenance of a substance free environment:

- If dogs are used in a room search they should not be allowed to touch holy books and artefacts.
- The patient should be allowed to bring out religious artefacts from their room so that the supporting staff can search them by hand before the room is searched with the dog.

Signage must be displayed in prominent places to inform staff, service users and visitors that search dogs are used in the ward/unit.

The use of search dogs can be a regular occurrence or on an adhoc basis as and when required. This should be arranged through the external search company and paid from the requesting service budget. Details can be obtained from the Secure Services Security and Clinical Lead or the Local Security Management Specialist.

22.0 NEWLY ADMITTED PATIENTS

22.1 Rooms for newly admitted patients must be searched prior to the patient’s arrival.

22.2 Upon arrival, all newly admitted patients should have the hospital search policy explained to them.

22.3 The patient’s property, upon arrival, must be checked and thoroughly searched (including the clothing the patient is wearing on admission). This should be recorded on Mobius for each individual patient.

22.4 A hand held metal detector should be used to enhance the effectiveness of the search and help to ensure dangerous items are not introduced into the hospital.

22.5 It is mandatory to check a service user’s property on admission.

22.6 All valuables (items other than clothing or books and particularly jewellery should be accurately described, e.g. yellow metal ring) should be documented on a service user's property form, signed by two nurses and the service user. Efforts should be made to encourage relatives to take home valuable items and this should be documented. If this fails, they should be kept in a locked facility such as the Unit safe. Money should be banked in accordance with the Trust's procedures for in-patient money.

22.7 ”Money" includes credit cards, cheque cards, cheque books, building society books or other savings books and benefit books.

22.8 Each service user should be given access to a locked unit (wardrobe or cabinet) for the safekeeping of personal property where possible.
23.0 RECORDING OF SEARCHES

A clear and comprehensive record of every search, including the reasons for it and details of any consequent risk assessment must be documented.

23.1 All details of searches related to patients or their rooms should be documented on the relevant search forms (Appendices 1&2). Part A of the form will record ‘simple’ routine searches (of room, property or person) and be completed for each patient to provide a return of all the searches that patient has undergone. Part B will be used where the patient has refused consent. The form will be completed and placed on the patient electronic record.

23.2 It is essential that the records of all types of area searches are kept in each ward or area. This will:

Provide evidence of the procedures used and staff involved.

Confirm appropriate measures were taken.

Allow monitoring and auditing to take place

For Wards - All ward searches must be recorded on the appropriate form and kept in the ward search book or scanned into a patient’s records.

All patients’ post/parcels searched and prohibited/restricted items found should be documented within the patients’ record.

For Off-ward therapeutic activity areas: All searches should be recorded on the appropriate form and kept in the corresponding area in a designated folder.

For ‘Other’ Non-Ward Patient Areas: All searches of these areas (e.g. cafeteria, welfare office, shop) will be conducted by staff working in that area.

If the Police attend an incident, then the incident form should note the Crime Number, Officers name, number & station base, so they can be contacted again if necessary.

Discussion should take place between the multidisciplinary team regarding the care management of the service user.

24.0 STORAGE AND DISPOSAL OF CONFISCATED ITEMS

24.1 All confiscated items should be reported to the nurse in charge of the ward (or area manager if found in off ward areas). An explanation will be sought from the patient. As soon as possible, the MDT and, Security Lead or a senior clinical manager must be advised of any item seized that constitutes a major breach of security (e.g. escape materials, weapons, drugs etc.). A written report should be entered in the patient’s record as an incident and the find documented on the appropriate search form.
24.2 All made and adapted offensive weapons must be taken to a secure location for safekeeping whilst arrangements are made for them to be handed over to the Police.

24.3 Illicit drugs and illegal substances if found must be disposed of following the Management of Illicit Substances Policy or if prescribed drugs follow the Medicines Handbook procedure. This process must be robustly documented and managed by two members of staff.

24.4 All other items must be stored in a locked cupboard and returned to the service user on the authority of the MDT, if satisfied that the service user does not now intend to use the item to cause injury.

24.5 In the interests of protecting evidence, handling of finds must be kept to a minimum (in the case of dangerous items the area may need to be sealed off and the weapon left in place). If staff are required to handle seized items a record should be kept of who has handled them. Suspect illicit substances must be handled carefully using gloves or tweezers/forceps as some drugs (LSD) can be absorbed through the skin. Staff must never smell or taste such substances.

24.6 In all cases, a Datix report should be completed. Seized items will be handed over to the security department or duty manager who will be responsible for storing the confiscated items securely and, in the case of illegal items such as drugs or weapons, contacting the police.

25.0 LOCATIONS OF PLACES OF SEARCHES

25.1 Patients on Leave of Absence from the Hospital (Section 17 Leave)

25.2 At Brockfield House, Robin Pinto Unit and Edward House all patients returning from unescorted Section 17 leave must receive a personal search, as a matter of routine, upon return to the secure area.

25.3 All such searches, upon patients returning from leave of absence, will be conducted in reception, wherever possible. However they can be conducted on the ward provided the patient is escorted from reception to their ward. (At Robin Pinto unit for example, such searches will always take place on the ward as there is no search room at main reception).

25.4 At Wood Lea clinic, such searches are done only if directed on the Section 17 leave form. Occasionally, patients may be required to undergo a personal search upon returning from escorted leave on a reactive basis.

25.5 At other bases local protocols may apply, check what is in place for each relevant location.

25.6 Patients leaving the hospital on section 17 leave (either escorted or unescorted) may be searched before leaving the secure area on an occasional, random or reactive basis.

25.7 A record of all such searches must be kept, including the name of the patient and the person undertaking the search on the search forms (Appendix 1 and 2) and be placed on to the patient's electronic record.
25.8 Patients Leaving a Tool Area

25.8.1 In some situations, a patient should receive a personal search if wanting to leave an area prior to all tools being checked in and counted. For example, when a patient leaves the ward dining room during a meal in a high secure area (e.g. admission ward) or when a patient leaves a therapy area where particular tools or equipment is being used.

25.8.2 In such situations the patient will usually be asked to wait while a tool check is performed before being allowed to leave the tool area, thus avoiding the need for the patient to be searched (see local protocols for further guidance).

25.9 Patients’ Room Searches

25.9.1 A room search consists of the search of a patient’s room, its contents and a personal search of the patient.

25.9.2 Where a decision is taken to search a patient’s room they must be offered the opportunity to observe the search.

25.9.3 Regular room searches of all patient bedrooms within the secure services directorate should be completed by staff in a random pattern spread across the month.

25.9.4 Every patient must have their room searched at least once per month. An example of good practice on a 12 bedded ward would be to search three to four patients’ rooms per week.

25.9.5 A patient’s room should not normally be routinely searched more than 3 times in one month. Searching in excess of this amount must be documented within the ward’s operational policy, a copy of which should be sent to the Security Lead as part of an agreed care plan.

25.9.6 Patient’s belongings should be kept and stored in accordance with SSOP 37 - Policy for Storage and Recording of Patient Property and Possessions and FP09-02 Patient Property and Money policy.

25.10 Locker Searches for secure services

25.10.1 A locker search consists of a search of the patient’s locker and a personal search of the patient. A locker search must be carried out for each patient on the ward at least once per month.

25.11 Ward Patient Areas

25.11.1 All areas of the ward that patients have access to (other than patient’s rooms and lockers) will be searched by the security nurse not less than three times daily (i.e. once for each nursing shift). Higher minimum frequencies than this may apply and will vary with the operational search protocols of each individual ward. A search of this type of area consists of a search of the fabric and furnishings, including the external edges of windows and window frames.
25.12 Windows, Doors, Locks and Patient Call System Checks

25.12.1 These should be physically checked/tested at a minimum frequency of once per week. Ward staff should complete these for their individual wards when conducting the checks for ward patient areas. Therapeutic activity areas will be the responsibility of the staff team responsible for the search of the area. All other areas will be the responsibility of the security/reception team. A visual check of windows and locks should be carried out daily. Any increase in the frequency of these checks should be written within the ward’s operational policy, a copy of which must be sent to the senior charge nurse.

25.13 Off Ward Clinical Areas

25.13.1 All therapy, workshop, recreation and leisure facility area, and other non-ward areas that a patient may visit in the secure area, are to be searched not less than once every week. A search of this type of area consists of a search of the fabric and furnishings, including the external edges of windows and window frames. If these areas have regular staff they will be responsible for these searches. A more thorough search using metal detectors and mirrors will be done at a minimum frequency of every 3 months.

25.14 Access to Tools / Bladed or Sharp Items in Patient Areas

25.14.1 All tools / items (e.g. cutlery; sharps) are to be checked at the beginning of each session and at the end, before the patients leave the area (see Tools (SSOP 36) and Off-Ward Clinical Areas (SSOP 26 protocols). If any tools are found to be missing at the end of a session the protocol must be followed.

26.0 TRAINING

26.1 In order to ensure the appropriate level of expertise, sensitivity and skill is exercised during a procedure that, whilst necessary, could cause offence or lead to an escalation of aggression or potential allegation against staff, it is essential that staff receive security or other search training.

26.2 Staff will be trained in all aspects of best practice searching and will be taught how to implement a thorough search of any environment that has been identified as an ‘at risk’ area where an object or an offensive weapon may have been secreted to cause harm to self or others.

26.3 Security/search training must cover the following key areas:

- Physical skills and recording
- Risk awareness
- Cultural sensitivity
- Relevant legislation, lawful conduct and duty of care
- Good practice guidance
- Issues relevant to particularly vulnerable groups

26.4 Security/search training should be underpinned by knowledge of relevant legislation and good practice guidance drawn from other appropriate Trust polices and training programmes.
26.5 All ward staff should be trained in search techniques.

26.6 The required skill base will be risk assessed and refreshed during team meetings, when ward managers/matrons deem it necessary to ensure staff remain confident and competent in carrying out this procedure.

26.7 The training will be delivered on a prioritised basis, dependent on the incidence of violence/illicit substances and the Trust’s risk assessment.

26.8 Training will be provided by the Security Clinical Lead for Secure Services and/or the Local Security Management Specialist. Training will be on an adhoc basis to matrons and ward mangers during the clinical ward managers meetings. Training will be every 6 months to ensure all ward managers are trained at least yearly. They will then cascade the training to all staff. Details of ward managers trained will be supplied to the Trusts workforce & training team for recording.

27.0 SEARCH RETURNS

27.1 All wards and therapy services in Secure Services must submit a monthly return to the security department at each unit with information regarding the number of each type of search performed in that month. The returns must be received by the 10th day of the following month. The returns are audited and reviewed by the security Clinical Lead for the service.

27.2 All other wards or departments will require a search record to be completed when items are recovered or an incident of concern is raised. This search record will be placed onto the individual’s personal computer record.

28.0 MONITORING OF IMPLEMENTATION AND COMPLIANCE

28.1 Monitoring of implementation and compliance will rest with the executive nurse and the HSSC.

28.2 Review and monitoring will be undertaken in conjunction with the LSMS.

29.0 POLICY REFERENCES / ASSOCIATED DOCUMENTATION

- Mental Capacity Act 2005
- Prevention of Crime Act 1953
- NHS Confidentiality Code of Practice: Risk of Harm
- Criminal Justice Act 1953
- Criminal Justice Act 1988
- DVLA Guidelines
- Human Rights Act 1998
- Misuse of drugs Act 1971
- The Children Act 1989
- Criminal Justice and Immigration Act 2008 (S119 & S120)

### 30.0 REFERENCE TO OTHER TRUST POLICIES/PROCEDURES

- CLP16: Policy for Consent to Examination or Treatment
- SSOP15: General Leave Policy
- SSOP60: Sexual Health and Behaviour Guideline
- RM03: Moving and Handling Policy
- RM05: Restrictive Practice Policy
- CLP28: Clinical Risk Management Clinical Guidelines
- RM13: Waste Management Policy
- FP09/02/FP09/12/FP11/01: Patient/Client Money and Property/Money
- SSO2: Admission Protocol
- MCP2: Mental Capacity Act and Deprivation of Liberty Policy
- RM09: Security Policy
- CG71: Management of Service Users Who Self Harm Policy
- CP24: Equality, Inclusion and Human Rights Policy
- CLP13: Safe and Secure Handling of Medicines Policy
- RM02: Fire Safety Policy
- CG24: Discharge and Transfer Clinical Guidance
- ICP1: Infection Control Policy
- CP3: Adverse Incident Policy (Datix)
- CLP41 & CLPG41: Seclusion Policy and Procedure

**END**